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State’s information and technology resources. Appropriate precautions must be taken to protect 
K-State systems and information from compromise by malware. To that end, K-State may 
require the installation of essential security software on computers connected to the K-State 



E-mail Protection 
¶ All campus e-mail servers must provide antivirus protection that detects and mitigates 



(see http://www.k-state.edu/infotech/security/SIRT/Procedures/compromise.html
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