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D. Data Processor – Individuals authorized by the Data Steward and enabled by the 
Data Administrator to enter, modify, or delete University Data. Data Processors are 
accountable for the completeness, accuracy, and timeliness of data assigned to them. 

 
E. Data User – Anyone in the university community with the capacity to access 
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