
FSCOT Agenda 
April 20, 2021, 3:30 pm 

 
Zoom Connection: https://ksu.zoom.us/j/7855322637 



a. TopHat Resolution 

i. See Document – Still in development 

6.) New Business 

a. Similarity Checking (formerly called plagiarism detection) – Dr. Camilla Roberts, PhD, 
Director of the Honor and Integrity System 

i. Dr. Roberts would like guidance and support on a software package 

ii. Action: 

1. 







Attachment # 1:  PPM 3415 Information Security Plan 

March��16,��2021�� 
�� 
To:��IT��Policy��Review��Team�� 
�� 
�� 
From:��IT��Communications��Team

 



Clemson�� Family��Privacy��Protection��Act���r��https://www.clemson.edu/privacypolicy.html�� 
Colorado��
State��
University���� 

Information��Technology��Security���r��http://policylibrary.colostate.edu/policy.aspx?id=492��
(6/5/2019)�� 
Information��Collection��and��Personal��Records��Privacy���r��
http://policylibrary.colostate.edu/policy.aspx?id=493����(2/10/2019)�� 

Iowa��State��
University�� 

Electronic











Attachment # 2:  PPM 3434 IT Security Incident Reporting and Response Policy 

March��14,��2021�� 
�� 
To:��IT��



Louisiana��
State��
University�� 

Reporting:��Computer��Users’��Responsibilities���r��https://www.lsu.edu/po licies/ps/ps_107.pdf��
(1/1/2016)�� 
Incident��Response:��Security��of��Computing��Resources���r��



Proposed Revisions: PPM 3434 IT Security Incident Reporting and Response Policy  



�x Reconnaissance activities such as scanning the network for security vulnerabilities  
�x Denial of Service attack  
�x Web site defacement  
�x 



2. Poses a potential large financial risk or legal liability to the University  
3. Threatens confidential data (for exampl





* See�	K-State IT Security Inci



Attachment # 3:  PPM 3495 Collection, Use and Protection of Social Security Numbers 

March��14,��2021��





State 
Univ
ersit
y  

Use of social security numbers on forms - https://policies.wsu.edu/prf/index/manuals/90-00-
records/90-78-use-social-security-number-forms/   
  

�� 







The University recognizes that the SSN must be retained and used as a person identifier in  information systems 
containing older "legacy" data pertaining to ex-students, ex-faculty or staff, or others formerly associated with the 



Attachment # 3:  PPM 3495 Collection, Use and Protection of Social Security Numbers 

  



 

 

 

 


