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Security Officer or designee must perform an annual IT security self-assessment and 
submit a summary report to the Kansas Board of Regents office, as required by state of 
Kansas information technology policy. 

.060�Definitions�

A. Authentication – 
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2. State of Kansas Information Technology policy 5300 Revision 1 - Business 
Contingency Planning 
(http://www.da.ks.gov/itec/Documents/ITECITPolicy5300.htm) 

3. State of Kansas Information Technology Policy 7310, Information Technology 
Security Self-Assessment Policy 
(http://www.da.ks.gov/itec/Documents/ITECITPolicy7310.htm) 

4. State of Kansas Information Technology Policy 7230 – General Information 
Technology Enterprise Security Policy 
(www.da.ks.gov/itec/Documents/itecitpolicy7230.htm) 

5. State of Kansas Default Information Technology Security Requirements 
(www.da.ks.gov/itec/Documents/ITECITPolicy7230A.pdf),  March 2006 

6. ISO/IEC 27002:2005, “Information technology – Security techniques – Code of 
practice for information security management” 
(www.iso.org/iso/catalogue_detail?csnumber=50297), published by the International 
Standards Organization (www.iso.org). This is an international security standard that 
specifies security requirements for controlling access (see chapter 10, 
“Communications and operations management”) to ensure “the correct and secure 
operation of information processing facilities.” 

7. NIST Special Publication 800-41 Revision 1, Guidelines on Firewalls and Firewall 
Policy (http://csrc.nist.gov/publications/drafts/800-41-Rev1/Draft-SP800-41rev1.pdf), 
July 2008 

�Questions/Waivers�
The Vice Provost for Information Technology Services (VP ITS) is responsible for this 
policy. The VP ITS or designee must approve any exception to this policy. Questions relating 
to this policy should be directed to 


