


DRAFT  DRAFT 

 2 of 6 

• Representative from the Office of the University Attorney 
• Assistant Vice President for Media Relations 
• Others as needed (for example, K-State Police for criminal incidents)   

 
The incident manager is responsible for managing the response to a security incident as defined in the K-
State security incident management table in Section VI.   
 
V. Reporting Security Incidents 

Any member of the K-State community who suspects the occurrence of a security incident must 
report incidents through the following channels: 
 

a. All suspected high severity events as defined in Section VI , including those involving 
possible breaches of personal identity data, must be reported directly to the Chief Information 
Security Officer as quickly as possible by phone (preferred), e-mail, or in person.  If the Chief 
Information Security Officer cannot be reached, contact the Vice Provost for IT Services. 

 
b. All other suspected incidents must also be reported to the Chief Information Security Officer. 

These incidents may be first reported to departmental IT support personnel, the unit’s 
Security Incident Response Team (SIRT) representative, or the unit head who can then 
contact the Chief Information Security Officer.  Reports should be made by sending email to 
abuse@k-state.edu
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